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DATA RETENTION
POLICY
Data Lifecycle & Archival Standards


1. Retention Standards by Data Type
	Data Category
	Hot Storage
	Warm Storage
	Archive
	Deletion

	Transactional Data
	90 days
	2 years
	7 years
	7+ years

	Reference Data
	Current + 1 yr
	5 years
	10 years
	10+ years

	Audit/Compliance
	1 year
	3 years
	10 years
	Per regulation

	Operational Logs
	30 days
	90 days
	1 year
	1+ years

	Temp/Staging
	7 days
	N/A
	N/A
	7 days




2. Retention by Domain
	Domain
	Regulatory Requirement
	Retention Period
	Steward

	Member
	HIPAA - 6 years from last service
	7 years
	[Name]

	Claims
	CMS - 10 years for Medicare/Medicaid
	10 years
	[Name]

	Provider
	State licensing - varies
	7 years
	[Name]

	Finance
	SOX - 7 years
	7 years
	[Name]




3. Archival Process
	Step
	Activity
	Owner
	Frequency

	1
	Identify data eligible for archival based on policy
	[Role]
	Monthly

	2
	Generate archive manifest and validate
	[Role]
	Monthly

	3
	Execute archive to cold storage
	[Role]
	Monthly

	4
	Verify archive integrity
	[Role]
	Monthly

	5
	Remove from hot storage
	[Role]
	Monthly

	6
	Update retention log
	[Role]
	Monthly



4. Sign-off
	Name
	Role
	Signature
	Date

	[Data Governance]
	Data Governance Lead
	
	

	[Legal/Compliance]
	Compliance Officer
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